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Introduction

This guide provides a step-by-step recipe for setting up a Onehouse metadata catalog sync to
Databrick's Unity Catalog.

This provides a unified governance solution for managing and securing data assets across
cloud environments. With Onehouse's OneTable support, users can ingest, and store data in
Delta Lake format, and these tables automatically sync to Unity Catalog. This ensures seamless
management of metadata, permissions, and lineage in a centralized, secure catalog.

The setup for Databricks Unity Catalog sync setup in Onehouse is relatively easy — the majority
of this guide describes how to set up the AWS IAM roles and policies, and Databricks external
catalog location.

Prerequisites
You will need the following:

[J A Onehouse account with with Admin role, and a provisioned Onehouse project.

[J At least one Onehouse table that has Delta Lake metadata. Databricks requires Delta
Lake table metadata to work with Onehouse tables. To meet this requirement, be sure
you have created a OneTable catalog with Delta Lake enabled, and have attached it to
the relevant Stream Capture.

[CJ Databricks ‘Account admin’ role on your account in order to be able to create a new
Databricks Workspace and Catalog.

[J Amazon AWS account administrator privileges to be able to create a VPC and IAM roles.


https://www.databricks.com/product/unity-catalog
https://www.onehouse.ai/blog/onetable-hudi-delta-iceberg

Create a Databricks workspace

Refer to the Databricks documentation for workspace creation here:
https://docs.databricks.com/en/admin/workspace/quick-start.html#create-a-workspace-using-

the-aws-quick-start-recommended

[J If you don't already have a Databricks workspace or wish to start with a new one, create
a new Databricks workspace using the AWS quickstart method.

Create Workspace

A workspace is an environment to access all of your Databricks data assets and computational

resources. Learn more

How would you like to create your workspace

© Quickstart (Recommended)

Use Quickstart to create a
workspace in just a few clicks

)

Manual

Typically for advanced users with
AWS experience. You will need to
create your own storage and
credentials configurations

Note that if you intend to create a new Unity catalog, this will need to be done in an AWS region
that has not already been used to host a Unity catalog.

Let's set up your workspace

We're going to send you to your AWS Console to configure your account.

Once you sign in, we'll pre-populate a CloudFormation template that creates an IAM role and S3

bucket for you, then deploys your workspace.

If you encounter any errors during the process, reach out at onboarding-help.databricks.com for

troubleshooting guidance.

Workspace Name

Acme

Human readable name for your workspace

AWS Region of the Databricks workspace

us-east-2

AWS Region where the workspace will be created

Cancel Start Quickstart [5



https://docs.databricks.com/en/admin/workspace/quick-start.html#create-a-workspace-using-the-aws-quick-start-recommended
https://docs.databricks.com/en/admin/workspace/quick-start.html#create-a-workspace-using-the-aws-quick-start-recommended

In AWS, you'll need to acknowledge that roles will be created in your account. (The roles all start
with ‘databricks-workspace-stack-'.)

Public extensions Capabilities

Activated extensions

Publisher (@ The following resource(s) require capabilities: [AWS::1AM::Role]

This template contains Identity and Access Management (IAM) resources. Check that you want to create each of these resources and that they have the minimum required
permissions. In addition, they have custom names. Check that the custom names are unique within your AWS account. Learn more [%
Spotlight

1 that AWS CloudF ion might create IAM resources with custom names.

Feedback

—

You'll see several CloudFormation events scroll by. When the stack shows ‘COMPLETE’, you can
continue.

] Q ® ] United States (Ohio) ¥ cameron@onehouse.ai @ 6546-5423-5321 v
e CloudFormation > Stacks > databricks-workspace-stack-1b7c9 @ o ®
CloudFormation < = Stacks (1) @ databricks-workspace-stack-1b7¢9 8 >
Filter stat:
Stacks lter status ( Delete ) ( Update ) ( Stack actions ¥ ) ( Create stack ¥ )
Stack details [ Q_ Filter by stack name ] [ Active ¥ ]
Drifts O vi ted Stack info Events - updated Resources Outputs Parameters Template >
iew nestes
StackSets B
Exports
P Resources (14) @
Stacks
(Q search resources ) 1 )
Infrastructure Composer databricks-workspace-stack-1b7¢9
laC generator O  2025-01-10 12:44:46 UTC-0800 Logical ID A | Type v | status v
© CREATE_COMPLETE
AWS::IAM::Role @ CREATE_COMPLETE
§ i
Hooks overview New I cataloglamReiePolicy AWS::IAM::Policy @ CREATE_COMPLETE
Hooks New
CopyZips Custom::CopyZips (@ CREATE_COMPLETE

Go back to Databricks, and refresh the browser page to see the new workspace in the list.




Create a Unity Catalog

You will also need to enable Unity Catalog metastore in the workspace.

Refer to the Databricks documentation ‘Managing Unity Catalog'’ at:

https://docs.databricks.com/en/data-governance/unity-catalog/get-started.html

Also, refer ‘Create a Unity Catalog’ at:
h : . ricks.com/en

Create an S3 Bucket for the metastore

[J Name the S3 bucket something unique, but identifying it as a metastore.

Q ® 3 United States (Ohio) ¥ cameron@onehouse.ai @ 6546-5423-5321 v

= AmazonS3 > Buckets > Create bucket ® # 6

Create bucket i

Buckets are containers for data stored in S3.

General configuration

AWS Region
US East (Ohio) us-east-2

Bucket type  Info

O Directory
Recommended for low-latency use cases. These buckets use only the S3 Express One Zone storage class, which
provides faster processing of data within a single Availability Zone.

© General purpose
Recommended for most use cases and access patterns. General purpose buckets are the original S3 bucket type. They
allow a mix of storage classes that redundantly store objects across multiple Availability Zones.

Bucket name  Info

[ databricks-unity-catalog-acme ]

Bucket name must be unique within the global namespace and follow the bucket naming rules. See rules for bucket naming [%

Copy settings from existing bucket - optional
Only the bucket settings in the following configuration are copied.

Choose bucket

Format: s3://bucket/prefix

Object Ownership info

Control ownership of objects written to this bucket from other AWS accounts and the use of access control lists (ACLs). Object ownership determines who can specify access to objects.

(O ACLs enabled
Objects in this bucket can be owned by other AWS accounts. Access to this bucket and its objects can be specified
using ACLs

All objects in this bucket are owned by this account. Access to this bucket and its objects is specified using only
policies.

© ACLs disabled (recommended) ’

() Cloudshell  Feedback © 2025, Amazon Web Services, Inc. or its affiliates. Privacy ~ Terms  Cookie preferences

Create an IAM role to access the storage location

[J In the Databricks account console, click on your username in the upper right corner, and
copy the Account ID value.
[J In AWS IAM, create a new role.
[J Type: Custom Trust policy
[J Paste in the following policy, substituting the Databricks Account #.


https://docs.databricks.com/en/data-governance/unity-catalog/get-started.html
https://docs.databricks.com/en/data-governance/unity-catalog/create-metastore.html

"Version": "2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Principal": {
"AWS" [
"arn:aws:iam: :414351767826:role/unity-catalog-prod-UCMasterRole-14S57J
VKOTYTL"
]
b

"Action": "sts:AssumeRole",
"Condition": {
"StringEquals": {
"sts:Externalld": "<DATABRICKS_ACCT_ID>"

[J Click ‘Next’, and ‘Next’ and name the role something similar to
databricks-unity-catalog-access

(] Click ‘Create Role’

[J Click into the new role, and copy the ARN for the role you just created:

X

® Rate your experience with this IAM console. Y% Y% Y¥ Y¥ ¥

aws = (Q search Option+S; 2 @  Global v | cameron@onehouse.ai @ 6546-5423-5321 v

®© ©

e IAM > Roles > databricks-unity-catalog-access

Identity and Access < © Role databricks-unity-catalog-access created. X

Management (IAM)

databricks-unity-catalog-access i

Summary

Dashboard Creation date ARN Link to switch roles in console

January 10, 2025, 13:16 (UTC-08:00) [0 arn:aws:iam:: 235321:rol icks-unity- I0) https://signin.aws.amazon.com/switchrole?
v
Access management !atalog-a::ess roleName=databricks-unity-catalog-
access&account=654654235321

User groups
Users J—
Last activity Maximum session duration

Roles 1 hour

Policies

[J Scroll down and click the ‘Trust relationships’ tab, then click ‘Edit trust policy’



[J Add the ARN for the this role to the list of Principals. (This makes the role
self-assumable.)

@ Rate your experience with this IAM console. % Y¢ Y% Y¥ ¥ X
aws) i | Q Search [Option+S] ® Jay () o] Global ¥ cameron@onehouse.ai @ 6546-5423-5321 ¥
= IAM > Roles > databricks-unity-catalog-access > Edit trust policy ® ®
Edit trust policy

ivd¢ i Remove

2 "Version": "2012-10-17", Edit statement

3v "Statement": [

4v { N

5 "Effect”: "Allow", Add actions for STS

6v "Principal™: {

7v "AWS": ["arn:aws:iam::414351767826:role/unity-catalog-prod-UCMasterRole-14S5ZIVKOTYTL", [ Q Filter actions ]
38 | "arn:aws:iam: :654654235321: role/databri cks-unity-catalog-access|]

9 B () All actions (sts:*)

10 "Action": "sts:AssumeRole",

11v "Condition": {

12v "StringEquals": { Access level - read

13 "sts:Externalld": "35748c32-ec4f-4aad-9dfe-c1f87430ea2d" [ GetAccesskeyinfo nfo

14 5 ) Getcalleridentity nfe

15 } etCallerldentity Info

16 } [C) GetFederationToken Info

1; ) ] () GetServiceBearerToken Info

[7) GetSessionToken Info

[ Click ‘Update Policy’

[J Create a new IAM policy to allow access to the S3 metastore bucket created earlier. Be
sure to replace the bucket name and also the assumable role. Name the policy
something like: databricks-unity-catalog-s3-access

"Version": "2012-10-17",
"Statement": [
{
"Action": |
"s3:GetObject",
"s3:PutObject",
"s3:Deletelbject”,
"s3:ListBucket",
"s3:GetBucketlLocation"
1,
"Resource": [
"arn:aws:s3:::databricks-unity-catalog-acme/*",
"arn:aws:s3:::databricks-unity-catalog-acme"

] )
"Effect”: "Allow"

"Action": [
"sts:AssumeRole”

],

"Resource": |

"arn:aws:iam: :654654235321 :role/databricks-unity-catalog-access”

],




"Effect": "Allow"

[J Navigate back to the databricks-unity-catalog-access role you created and
scroll down to the Permissions tab, and under ‘Permissions policies, click ‘Add
permissions’.

[J Attach the databricks-unity-catalog-s3-access policy you created to the role.

Q ® @ Global ¥ cameron@onehouse.ai @ 6546-5423-5321 ¥

= 1AM > Roles > databricks-unity-catalog-access > Add permissions ® e

Attach policy to databricks-unity-catalog-access

» Current permissions policies (0)

Other permissions policies (1/1073) @
Filter by Type
(@ databricks X | [ Autypes v ) 1 mateh 1 (o]
Policy name a | Type - v Description
[ [ databricks-unity-catalog-s3-access Customer managed - ]

Create a Unity Catalog metastore

[J In the Databricks Account console, click on ‘Catalog’ in the left navigation area, and then
click ‘Create metastore’

= & Account ® °
& Workspaces
B Catalog
&b Catalog
|~ Usage Metastores
22 User management A metastore is the top-level container for catalog in Unity Catalog. Within a metastore, Unity Catalog provides a 3-level namespace for organizing data: catalogs, schemas (also called databases), and tables /

views. Learn more (4
%% Cloud resources

@ Previews
Q Filter metastores Create n‘*?taswre

8% Settings
Name Region Path Created at =4 Updated at
us-west-2 us-west-2 53//us-west-2-databricks-metastore-bucket/19d2f021-1...  06/05/2024 01/02/2025
metastore-us-east-1 us-east-1 s3; i k-bfads bucket.. 07/16/2023 09/25/2023

metastore-us-west-1 us-west-1 i tack-c2f31 bucket... 07/16/2023 07/16/2023




[J Choose an AWS region that has not already been used to host a Unity catalog. Paste in
the S3 metastore bucket URI. Paste in the IAM role ARN. Click ‘Create’.

= & Account ® e

& Workspaces Catalog > Create metastore >
da Catalog Create metastore

|~ Usage

28 User management ° Create metastore 2 ) Assign to workspaces
4% Cloud resources

& Previews “Name

8 Settings.
acme-us-east-2

* Region
Ohio (us-east-2) v

Select the region for your metastore. You will only be able to assign workspaces in this region to this
metastore.

$3 bucket path (optional) )
$3://databricks-unity-catalog-acme
Optional location for storing managed tables data across all catalogs in the metastore. Learn more (3

1AM role ARN (optional) @

ar i 35321

Y 9
Enter the IAM role that Databricks will use to access the S3 bucket. Learn more [4

N

Cancel

[J When you are asked to ‘Configure the IAM Rolé€’, note that you have already created the
role, but double-check it to be sure that it meets the stated requirements.

Configure IAM Role

Please navigate to the AWS console and configure your IAM role with the below value as the
externallD to establish a cross account trust relationship. Learn more

$3 bucket path

3://databricks-unity-catalog-acme

IAM role ARN

External Id
35748c32-ec4f-4aad-9dfe-c1f87430ea2d [y

Skip (not recommended)




[J Select the workspace to be associated with the new metadata store.
& Account ® e

& Workspaces Catalog > Create metastore >
b Catalog Create metastore
|~ Usage
oY Uses management @ Create metastore —— e Assign to workspaces
%% Cloud resources
& Previews Assign u t-2 to worksy
@ settings Filter workspaces Q
© Name Status Pricing tier Region Created Metastore
Acme Running Enterprise us-east-2 today at 12:45 PM -
Vishal3 Running Enterprise us-west-2 () 09/06/2024 us-west-203 A
Vishal2 Failed Enterprise us-west-2 () 09/06/2024 -
Vishal Failed Enterprise . us-west-2 O 09/05/2024 -
Andy Running Enterprise us-west-2 () 06/05/2024 us-west-2 3 A
PM Team Running Enterprise us-east-1 () 07/16/2023 metastore-us-east-1 04 A
Onehouse Benchmarks Running Enterprise us-east-2 10/17/2022 -
Ethan performance benchmar...  Running Enterprise us-west-1 () 05/19/2022 -
X

1 workspace selected

Enable Unity Catalog?

the will update to use Unity Catalog, meaning that:
/ Data can be governed and accessed across workspaces
/ Data access and lineage is captured automatically
+/ Identities are managed centrally at the account level (cannot be reversed)
Before enabling Unity Catalog, consider these readiness checks:

+/ Understand the privileges of workspace admins in Unity Catalog and review existing

workspace admin designations o

/ Update any ion for princil such as SCIM, Okta and Microsoft
Entra connectors, and Terraform to reference account endpoints instead of workspace
endpoints

Learn more




Congratulations

—
Metastore acme-us-east-2 has been created. To add data to the metastore, open a workspace
assigned to this metastore, and import the example notebook. You can also enable Delta Sharing
to securely share read-only access to the data outside your organization.

As the creator of the you are ically the admin. admins can
create catalogs, and manage privileges for assets within a catalog including storage credentials
and external locations. Metastore ownership can be changed to a different user or group hyk
clicking "edit” next to the metastore owner

Configure the Unity Catalog for CORS

[J Refer to the Databricks documentation to configure the metastore storage for CORS
here:

https://docs.databricks.com/en/data-governance/unity-catalog/storage-cors.html


https://docs.databricks.com/en/data-governance/unity-catalog/storage-cors.html

Connect the Workspace to the Onehouse data storage location

To sync your Onehouse tables with Databricks Unity Catalog, you must grant Databricks access
to the storage location where your Onehouse tables are stored. This involves creating a
Databricks Storage Credential and External Location.

Refer to the Databricks documentation: Create a storage credential for connecting to AWS S3 at:
https: . ricks.com/en/conn nity- I loud-stor rage-credentials.html

Create and attach IAM policy for Onehouse customer storage access

[J Create a new AWS IAM Policy. This will be to allow access to the Onehouse customer
(data lake) storage. Replace the bucket name with your Onehouse S3 customer bucket
location, and the ‘Resource’ with the ARN for the role you created earlier.

{
"Version": "2012-10-17",

"Statement": |
{
"Effect": "Allow",
"Action": |
"s3:PutObject”,
"s3:GetObject",
"s3:ListBucket",
"s3:DeletelObject”,
"s3:GetBucketlLocation"
!
"Resource": [
"arn:aws:s3:::BUCKET_NAME",
"arn:aws:s3:: :BUCKET_NAME/*"

"Effect”: "Allow",
"Action": "sts:AssumeRole",
"Resource": "<DATABRICKS_ACCESS_ROLE_ARN"

}

[J Click ‘Next'. Name the new policy something like:
databricks-onehouse-S3-access-ajax

[J Click ‘Create Policy'.


https://docs.databricks.com/en/connect/unity-catalog/cloud-storage/storage-credentials.html

Note: We will reuse the AWS Role created earlier for Unity Catalog access, and simply attach the
new policy for Onehouse S3 customer bucket access.

[J Backinthe databricks-unity-catalog-access role, click ‘Add permissions’ and

‘Attach policies’.

[ Select the databricks-onehouse-S3-access-ajax policy that was just created
and click ‘Add permissions’.

Create a Databricks Storage Credential

[J In the Databricks workspace console, click ‘Catalog’, then the settings gear icon, then

‘Credentials’.

& databricks

-+ New

1] Workspace

= & databricks

+ New Catalog

Catalog

2 Serverless Starter Warehouse Serverless S

Type to search...

Q search data, notebooks, recents, and more.

8o+ DeltaSharing > | Clean Rooms >

2 Serverless Starter Warehouse Serverless

lorkepace Type to search...

(© Recents
. v My organization
Catalog
Lo > [ system
Workfl N
& Workflows > 8 main
& Compute + Shared
> [Z samples
saL
v Legacy
L Edite N
£ sa Editor > [ hive_metastore
[® Queries

[ Dashboards

[] Click ‘Create credential’

< databricks

Delta Sharing
Clean Rooms
External Locations ¢ Favorites
Credentials

Connections

Metastore
acme-us-east-2

No recents table available yet, start exploring to see your recent table here.

g

External Data >

[ catalogs

Q search data, notet

<

+ Delta S

Quick

®+P

Add data

<

Last viewed

ceee

Q Search data, notebooks, recents, and more ®4P
o Catalog Explorer >
External Data

1] Workspace

@© Recents External Locations @ Credentials © Connections @

& catalog

Q Filter credentials 1 credential

& Workflows

& Compute Name Purpose Credential Type  Properties Owner
1AM role (ARN): 4654235 icks-ur )

saL On  99bcc61d-fadd-4364-¢ STORAGE 1AM Role cameron@onehouse.ai
External ID: 35748¢32-ec4f-4aad-9dfe-c1f87430ea2d

= sqL Editor

[ Queries

A Dashboards

Q Filter

Type

Comment

Acmev  <&° °
© send feedback
acmev 4 @

Create credential



[J For the storage credential name, choose something like onehouse-s3-access. Paste
in the AWS ARN of the role you created earlier. Click ‘Create’.

Create a new storage credential

A storage i an ication and
data stored on your cloud tenant. Learn more I

° Storage Credential Service Credential ® Preview
* Credential Type

AWS IAM Role
Copy from instance profile ~
* Credential name

onehouse-s3-access-ajax

*1AM role (ARN) Learn more (7

N : " o
ar y 9

Enter the ARN of the IAM role that has access to the S3 bucket

Comment

> Advanced Options

Cancel Ci rq;ts-

[J You can confirm that the role trust policy matches what is offered in the next dialog, but
you should have already set this up.

Storage credential created

Please navigate to the AWS console and update your IAM role with the custom trust policy
provided below to establish a cross-account trust relationship. Learn more

1AM role (ARN):

35321
External ID

35748c32-ec4f-4aad-9dfe-c1f87430ea2d

Trust policy

{
"Version": "2012-10-17",
“Statement": [

{

“Effect": "Allow",

“Principal”: {

AW [ '
"arn:aws:iam::414351767826: role/unity-catalog-prod-UCMasterRole-14S5ZIVKOTY1
"arn:aws:iam::654654235321: role/databricks-unity-catalog-access"

"sts:AssumeRole",
“Condition": {
“StringEquals": {
"sts:Externalld": "35748c32-ec4f-4aa4-9dfe-c1f87430ea2d"




[J Click ‘Validate Configuration’ and ensure that all the permissions are confirmed good.

Test connection

© Success - Assume Role
(© Success - Self Assume Role
(© Success - External ID Condition

© Al Permissions Confirmed

—
The storage credential grants permission to pzrform all necessary operations.

Create a Databricks External Location

Since we are referencing an existing Onehouse S3 bucket, refer to the Databricks
documentation: ‘Creating an external location manually using Catalog Explorer’ at:
https://docs.databricks.com/en/connect/unity-catalog/cloud-storage/external-locations.html#c
reate-an-external-location-manually-using-catalog-explorer

[J In the Databricks workspace console, click ‘Catalog’, then the settings gear icon, then
‘External Locations’.

= & databricks Q search data, notet

R Catalog % c + Delta S|
2 Serverless Starter Warehouse Serverless S

1 workspace Type to search... Y v Quick:

= & databricks Q search data, notebooks, recents, and more... ®+P

Acmev  &° e

<L Catalog B o+ DeltaSharing >  CleanRooms >  ExternalData >  Adddata v @ send feedback
% Serverless Starter Warehouse Serverless

o Delta Sharing
‘Workspace
Type to search... Clean Rooms
(© Recents
¥ My organization Extgrnal Locations Favorites Catalogs Filter
& catalog qEpal Locati * a8 g a
> (3 system )
& Workflows Credentials
> B main ) Last viewed Type
<> Compute « Shared Connections
saL > & samples Metastore ° .
v Legacy acme-us-east-2 :—
=) E e > 3 hive_metastore ° —
[ Queries

No recents table available yet, start exploring to see your recent table here.
[H Dashboards


https://docs.databricks.com/en/connect/unity-catalog/cloud-storage/external-locations.html#create-an-external-location-manually-using-catalog-explorer
https://docs.databricks.com/en/connect/unity-catalog/cloud-storage/external-locations.html#create-an-external-location-manually-using-catalog-explorer

[J Choose ‘Manual’, then click ‘Next'.

< databricks Q search data, notebooks, recents, and more. 3+P Acmev 4 °

+ New

1] Workspace
External Locations >

(O Recents
5 Greten Create a new external location
on
% Workflows An external location allows you to access your data stored in S3. You will need the S3 path and the ability to create an
IAM role which gives access to that path Learn more [
& Compute
oL How would you like to create an external location?
(5 saL editor AWS Quickstart (Recommended) © Manual
[® Queries Use Quickstart to create an S3-based external For advanced usw, users who already have a
location in a few clicks without any manual storage credentia¥for use with a bucket, or users
5 Dashboards configuration. This will also auto-create the who want to use cloud storage other than S3
» . paired credential (IAM role) that gives access to
% Genie the S3 path you specify
L\ Alerts —

4D Query History
¢ SQL Warehouses
[J Provide a name such as onehouse-s3-projectname. Paste in the S3 URL for the existing
Onehouse customer data bucket. Choose the storage credential that we created earlier.
Click ‘Create’.

= < databricks Q search data, notebooks, recents, and more... % +P Acmev &7 o
+ New
External Locations >
{1 Workspace < Create a new external location manually
(© Recents . . . "
An external location allows you to access your data stored in 3. You will need the S3 path and the ability to create an
& catalog IAM role which gives access to that path Learn more %
& Workflows
<> Compute * External location name
u
onehouse-s3-ajax
sQL
= sqL Editor *URLO
P Queries Enter the bucket path that you want to use as the external location
 Queri
[H Dashboards s3://oh-project-ajax Copy from DBFS v
-
[ Genie * Storage credential Learn more
L1 Alerts Provide a storage credential capable of accessing the URL
4D Query History onehouse-s3-access-ajax (1AM Role) v
¢ SQL Warehouses
1AM role (ARN): 235321 log
Data Engineering External ID: 35748¢32-ec4f-4aad-9dfe-c1f87430ea2d
Job Runs
#] Data Ingestion Comment
T, Delta Live Tables
[
Y
Machine Learning
) Playground > Advanced Options

L. Experiments

ol Features



[J Click ‘Test connection’ and ensure that all permissions are confirmed good.

Test connection

@ Success - Read
@ success - List
@ success - Write
(@ success - Delete
(@ success - Path Exists
(@ Success - Assume Role
@ Success - Self Assume Role
(@ success - External ID Condition
© Al Permissions Confirmed
The associated Storage Credential grants permission to perform all necessary operations.

Done

Gather the external catalog information in Databricks

There are two ways that Onehouse can authenticate to Databricks to synchronize the metadata
catalog: OAuth, and Access Token.

[J For the Access Token Auth Type, refer to the Databricks documentation for personal
access token generation at:

nal-access-token

[J For the OAuth access type, refer to the Databricks documentation for service principal
creation and retrieving credentials at:
https://docs.databricks.com/en/integrations/jdbc/authentication.html#oauth-machine-t

o-machine-m2m-authentication

[J In the Databricks workspace console, select ‘SQL Warehouses’, and then select the
‘Serverless Starter Warehouse’ that should have been created with the new workspace,
or select the SQL Warehouse that you plan to use for catalog synchronization.


https://docs.databricks.com/en/integrations/jdbc/authentication.html#databricks-personal-access-token
https://docs.databricks.com/en/integrations/jdbc/authentication.html#databricks-personal-access-token
https://docs.databricks.com/en/integrations/jdbc/authentication.html#oauth-machine-to-machine-m2m-authentication
https://docs.databricks.com/en/integrations/jdbc/authentication.html#oauth-machine-to-machine-m2m-authentication

[J Make note of the Server hostname and HTTP path.

= < databricks Q search data, notebooks, recents, and more. % +P
+ New SQL Warehouses >
Serverless Starter Warehouse » @sendfeedback i | @ Permissions | | Edit

] Workspace

(@ Recents Overview Connscl'ggdeta s Monitoring

$b C:
4n Catalog
Use these details to connect to this warehouse Create a personal access token
& Workflows
it -
& Compute i J x P o H
saL Tableau Power BI dbt Python Java Node.js Go More tools
5 saL Editor
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Create the Metadata Catalog Sync in Onehouse

Finally! We are ready to create the metadata sync in Onehouse and attach it to a data lakehouse
table.

Create the Databricks metadata catalog in Onehouse

[J In Onehouse, click ‘Catalogs’ in the left navigation panel.
[J Scroll over to the Databricks Unity Catalog icon and choose ‘Add new Catalog’.
[J Fill in the new catalog form:
o Enter a Onehouse catalog name such as databricks-catalog
o The Unity Catalog Name is the location in the Unity catalog where the tables will
be synced. If the catalog location doesn't already exist, it will be created.
o Paste in the Server Hostname from Databricks.
Paste in the server HTTP Path from Databricks.

New catalog

Create a data catalog to register metadata of your databases and tables

Name*

databricks-catalog

Type*

Databricks Unity Catalog

Unity Catalog Name*

Ajax-retail

Server Hostname*

dbc-6a470af3-aced.cloud.databricks.com

HTTP Path*

/sqI/’IAO/waIehouses/88870045A5'IGe2c5‘

Credential Type

Secret Manager ()
Onehouse will use secret arn to get cred

@ Credentials @

Stored securely by Onehouse

[J Choose the Credential type.
o For OAuth type, enter the service principal credentials ‘client-id’ and ‘client-secret
from your workspace.
o For Access Token type, enter the ‘personal-access-token’ for your workspace
user.

’



Unity Catalog Name®

Ajax-retail

Server Hostname*

dbc-6a470af3-aced.cloud.databricks.com
HTTP Path*

/sql/1.0/warehouses/8887c0454516e2c5

Credential Type
Secret Manager )

Onehouse will use secret arn to ¢

® Credentials @)

Stored securely by Onehouse

Type*

Access Token

Personal Access Token*

[ personal Accdss Token

Attach the Onehouse Databricks catalog to one or more Stream Captures.

[ Edit or create a stream capture that uses the Databricks catalog sync.

ONEHOUSE L]

()]
S]

]
B

D

Capture > PostgresRetailCDC:retail_item_master

Home Stream Capture Name: PostgresRetailCDC:retail_item_master Running | Actions
Data ¥ Last commit: Jan 10, 2025 2:32 PM
Destination: retail bronze.retail item master
[ Table Services
Sources Destination
Catalogs
Data lake retail
Usage
Settings v Database retail_bronze
Notifications
Catalogs snowflake_catalog, ajax, xtable Cancel
Support
Catalogs
& | snowflake_catalog ajax xtable databricks-catalog -
Table name retail _item_master
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[ After a time, the table metadata will be synchronized to the Databricks Unity Catalog. It
can then be referenced in queries.

= & databricks Q@ Search data, notebooks, recents, and more... ¥ +P
A e
+ New & Catalog & X © New Query 2025-01-10 3:02pm @ +
D Type to search...
i1 Workspace » Run selected (1000) v a hive_metastore . & default v : v d

<& Foryou ' All

(O Recents : : s ; .
1 | PELECT cat r tem tem_pr. tem
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> [ system 3 |LIMIT 10
& Workflows
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& Compute > B default
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SQL
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B saL Editor
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[* Genie
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